
Business Justification

for the development of new ISO 20022 financial repository items
A. Name of the request:
Shareholder Identity Disclosure
B. Submitting organisations:

SMPG (Securities Market Practice Group)
And
SWIFT s.c.r.l.

Avenue Adele 1,

B-1310 La Hulpe

Belgium
C. Scope of the new development: 
This request is linked to the Shareholders Rights Directive II (Directive 2017/828/EC – https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX%3A32017L0828) and, in particular, to the need to have two messages to be used to meet the shareholder identification request and response requirements, as defined in table 1 & 2 of the annex to the implementing regulation (https://eur-lex.europa.eu/legal-content/EN/TXT/?qid=1546244107743&uri=CELEX:32018R1212), due to come into force on 3 September 2020. 
Financial instruments in scope include all shares (equities) of companies that have their registered office in the European Union and the shares of which are admitted to trading on a regulated market situated or operating within the European Union. 

The SMPG and SWIFT therefore propose to create 2 new ISO 20022 messages in the “Securities Event (seev)” business area:

· One new message definition for the request to disclose information regarding the shareholder identity. 

· One new message definition for the response carrying the shareholder identity information.

These 2 new messages will be designed in such a way that they support the minimum requirements set out in the tables of the Annex of the implementing regulation referenced above.

We expect the number of messages to be exchanged between issuers, third parties appointed by the issuers and intermediaries to be significant although difficult to estimate at this stage.

The business flow is as described in article 3a of the Directive and is illustrated below:

“Member States shall ensure that, on the request of the company or of a third party nominated by the company, the intermediaries communicate without delay to the company the information regarding shareholder identity.

Where there is more than one intermediary in a chain of intermediaries, Member States shall ensure that the request of the company, or of a third party nominated by the company, is transmitted between intermediaries without delay and that the information regarding shareholder identity is transmitted directly to the company or to a third party nominated by the company without delay by the intermediary who holds the requested information. Member States shall ensure that the company is able to obtain information regarding shareholder identity from any intermediary in the chain that holds the information.

Member States may provide for the company to be allowed to request the central securities depository or another intermediary or service provider to collect the information regarding shareholder identity, including from the intermediaries in the chain of intermediaries and to transmit the information to the company.

Member States may additionally provide that, at the request of the company, or of a third party nominated by the company, the intermediary is to communicate to the company without delay the details of the next intermediary in the chain of intermediaries.” 
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Figure 1: Shareholder Identity Disclosure Request and Response Message Flow

Main Information contents for the Shareholder identification request message (as per the annex to the implementing regulation)

A. Specification of the request

1. Unique identifier of the request – unique number specifying each disclosure request

2. Type of request

3. Scope of the request – specification whether the request is to be forwarded to all respondent to and responded by the other intermediaries down the chain of intermediaries. If no, the field should be left unpopulated – optional field, if applicable it should be set to YES

4. Financial instrument identification (ISIN)

5. Record date

6. Issuer deadline 

7. Threshold quantity limiting the request – if applicable; the threshold should be expressed as an absolute number of shares

8. Date from which the shares have been held – if applicable 

B. Specification regarding the recipient to whom the response must be sent

1. Unique identifier of the recipient of the response – unique national registration number preceded by the country code referring to the country of it registered office or LEI of issuer, or third party nominated by the issuer, issuer CSD, other intermediary or service provider, as the case may be, to whom the response shall be transmitted by the intermediary

2. Name of the recipient of the response

3. Address of the recipient of the response – BIC address, secured or certified email address, URL for a secured web portal or other address details that ensure the receipt and security of the transmission
Main Information contents for the Shareholder identification response message (as per the annex to the implementing regulation)

A. Specification of the original request by the issuer

1. Unique identifier of the request – unique number specifying each disclosure request

2. Unique identifier of the response – unique number identifying each response 

3. Type of request

4. Financial instrument identification (ISIN)

5. Record date

B. Information regarding shareholding by responding intermediary

1. Unique identifier of the responding intermediary – unique national registration number preceded by the country code referring to the country of its registered office or LEI

2. Name of the responding intermediary 

3. Total number of shares held by the responding intermediary – the total number equals the sum of the numbers given in B.4 and B.5

4. Number of shares held by the responding intermediary on own account

5. Number of shares held by the responding intermediary on account of someone else

6. Unique identifier of the securities account operator – LEI of the securities account operator, i.e. the intermediary up the chain with whom the responding intermediary has a securities account

7. Securities account number – Number of the securities account of the responding intermediary with the intermediary up the chain.

C. Information held by the responding intermediary regarding shareholder identity 

a. Unique identifier of the shareholder in case of a legal person

i. unique national registration number preceded by the country code referring to the country of its registered office or LEI

ii. where neither LEI nor a registration number is available, a BIC preceded by the country code regarding its country of registration or

iii. a client code which uniquely identifies every legal entity or structure, in any jurisdiction, preceded by the country code regarding its country of registration 

b. Unique identifier of the shareholder in case of a natural person – as per the meaning of Article 6 of the Commission Delegated Regulation (EU) 2017/590

c. Name of shareholder in case of a legal person

d. Name of shareholder in case of a natural person – first name and surname

2. Street address

3. Post code

4. City

5. Country – country code

6. Post code post box

7. Number of post box

8. Email address

9. Type of shareholding – indication of type of shareholding selection O = shareholding on own account, N = nominee shareholding, B = beneficial owner, U = unknown

10. Number of shares held by the shareholder with the responding intermediary

11. Initial date of holding – if applicable

12. Name of third party nominated by the shareholder – if applicable, this field should identify the third party who is authorised to take investment decisions on behalf of the shareholder – same format as C.2.a or C.2.b

13. Unique identifier of third party nominated by the shareholder – if applicable, this field should identify the third party who is authorised to take investment decisions on behalf of the shareholder – same format as C.1.a or C.1.b

The above content could be complemented with additional data required in the context of local transposition of SRD II in Members States as long as it is provided to the submitting organisations during the message development phase.  
It is considered that the two new messages shall use the ISO 20022 Business Application Header (BAH) without repeating header elements within the message.

D. Purpose of the new development:

This request is linked to the Shareholders Rights Directive II (Directive 2017/828/EC ) and, in particular, the need to have two messages to be used to meet the shareholder identification request and response requirements, as defined in table 1 & 2 of the annex to the implementing regulation, due to come into force on 3 September 2020. 
There aren’t any current ISO 20022 messages to meet these requirements. Currently, where a shareholder identification process exists in any of the European Union Member States, the process is either manual or uses proprietary messages.
E. Community of users and benefits:
These messages will be exchanged between issuers, third parties appointed by the issuers and intermediaries. 
In this scope of the flow, “intermediaries” are typically financial institutions that are part of what is commonly called the “custody chain” in the asset servicing domain, i.e. the Issuer CSDs (Central Securities Depository), international CSDs (iCSD), local and global custodians, broker-dealers, and any other institutions as defined in the shareholder directive II in article 1 paragraph (2) (b)(d). 
We expect the new identification process to replace the existing manual process, thus increasing STP and reducing costs. The number of messages is expected to be significant although difficult to estimate at this stage.

F. Timing and development:

The new messages should be available before the implementing regulation comes into force on 3 September 2020. 

The SMPG and SWIFT expect that the new candidate ISO 20022 message models developed with the support of SWIFT will be ready for submission to the ISO 20022 RA by Q3 2019 at the latest. 

G. Commitments of the submitting organisation:
We, SMPG CA WG and SWIFT, confirm that we will:

· undertake the development of the candidate ISO 20022 business and message models that we will submit to the RA for compliance review and evaluation;
· address any queries related to the description of the models and messages as published by the RA on the ISO 20022 website;

· undertake the future message maintenance;

We confirm our knowledge and acceptance of the ISO 20022 Intellectual Property Rights policy for contributing organisations, as follows. 

“Organizations that contribute information to be incorporated into the ISO 20022 Repository shall keep any Intellectual Property Rights (IPR) they have on this information. A contributing organization warrants that it has sufficient rights on the contributed information to have it published in the ISO 20022 Repository through the ISO 20022 Registration Authority in accordance with the rules set in ISO 20022. To ascertain a widespread, public and uniform use of the ISO 20022 Repository information, the contributing organization grants third parties a non-exclusive, royalty-free licence to use the published information”. 

H. Contact persons:
SMPG CA WG co-chairs and SWIFT:

Christine Strandberg – christine.strandberg@seb.se – phone: +46 8 763 6074

Mari Fumagalli – mariangela.fumagalli@bnpparibas.com – phone: +44 207 595 4988

Jacques Littré – jacques.littre@swift.com – phone: +32 2 655 43 35

I. Comments from the RMG members and relevant SEG(s) or SubSEG(s) and disposition of comments by the submitting organisation:

This section will include the comments received from RMG members and the SEG(s) or SubSEG(s), if any, and the response given to each of these comments by the submitting organisation. 

I.1 Comment from the Securities SEG:
The Natural Person Identifier (NPI) should be taken into account - when the standard becomes available - for the design of the party identification in the new messages.
Submitting Organisations Answer: 
ISO 20022 has an annual maintenance process to cater for updates to the Standard. As soon as a final NPI Standards is published, a change request can be submitted to add a dedicated NPI identification to the new SRD2 messages.

Whilst waiting for the NPI standard to be published, a generic element with a proprietary identification can be included in the messages to cater for a NPI identification with an appropriate data type field size.
I.2 Comments from Switzerland 

1. Generic business process vs business process specific to an EU Directive 

(The SMPG is understood to be a market practice committee which aims to develop global market practices.) It seems that the shareholder identity disclosure process proposed in the BJ is specifically designed to fulfil the requirements of an EU directive. 

The submitters should ensure that the shareholder identity disclosure processes of other markets including but not limited to markets which are represented in the SMPG are taken into consideration in the design of the business process, its flows and the proposed message sets. 

Through an appropriately generic and neutral process design, situations should be avoided where an intermediary which supports securities issued in multiple jurisdictions has to cater for multiple shareholder disclosure processes, potentially all based on ISO 20022 business processes and message sets. 

Disposition of comment by Submitting Organisations: 
The submitting organisations focused on the shareholders identification requirements that were known and officially published at the time the request was submitted, for which a messaging solution is required and mandated by the EC to comply with the implementing regulation due to be live in September 2020.
To our knowledge, at the time of the BJ submission, there were no other officially published shareholders identification requirements known in jurisdictions covered by the SMPG member countries.

However, if any such additional requirements would emerge, either via the SMPG or the ISO securities SEG, the current ISO 20022 development process offers many opportunities to cater for those additional requirements in the next months.
2. Reliance of proposed process on new relationships 
The proposed business process foresees a relationship and corresponding message exchange between an intermediary and the issuer/issuer agent/CSD/Third Party. It cannot be taken for granted that such relationship exists prior to adopting the shareholder identity disclosure process. 

Establishing such relationship may require prior arranging of contractual and/or service-level agreements. Such set-up processes are time-consuming and may not be compatible with the timeliness requirements of the shareholder identity disclosure processes. Furthermore, the relationships between intermediaries and issuers/issuer agents/CSDs/Third Parties are subject to frequent change and evolution in line with the business evolution of an intermediary. To have to track this evolution, as foreseen by the proposed business process, will introduce a high burden on the intermediaries. 

Due to the raised cyber-crime awareness in the financial industry, the exchange of messages with potentially previously unknown counterparties is subject to a high degree of control and constraints. As a result, before messages can be exchanged with previously unknown counterparties, a number of technical, network and cyber-security configurations may be required. As before, this may stand in the way of an agile and nimble modus operandi of the proposed process. 

Disposition of comment by Submitting Organisations: 
The cyber-crime related issues outlined above are indeed a very important aspect for the deployment of a SRDII messaging solution. 
However the submitting organisations believe that these items fall outside of the scope of the pure messaging ISO 20022 development process, as they are more related to specific networking related aspects like authentication, integrity, access control and other KYC related services. An aspect like authentication can already be covered by the usage of the business application header (BAH) having a built in signature field. Most of the others can be covered via specific services offered by a network service provider.
The ISO 20022 process simply focuses on the development of messages and ensures that business requirements for the information to be carried in the messages are fulfilled.
3. Challenge of intermediary to determine connectivity options available towards the Issuer/Issuer Agent/CSD/Third Party 
The proposed process assigns to the intermediaries the responsibility of sending response messages to the Issuer/Issuer Agent/CSD/Third Party. 

The BJ should take into consideration such situations where the Issuer/Issuer Agent/CSD/Third Party is not a member of the same network. In this scenario, it is a challenge for the intermediary to know how to reach the Issuer/Issuer Agent/CSD/Third Party. The proposed process should address this issue by sketching out a solution as part of the proposed process. 

Disposition of comment by Submitting Organisations: 
ISO 20022 messages design should be network neutral as are all other ISO 20022 messages usually. We do not see how the fact that parties are not on the same network could impact the design of ISO 20022 messages.
4. Challenge of intermediary to determine the authorisation of the Issuer/Issuer Agent/CSD/Third Party 
The proposed process foresees an information flow between the intermediary and the Issuer/Issuer Agent/CSD/Third Party. 

As the intermediary does not necessarily have a previous business relationship with the Issuer/Issuer Agent/CSD/Third Party, it requires some verifiable proof of the identity and the authorisation of the latter to fulfil the role of Issuer/Issuer Agent/CSD/Third Party, as foreseen in the process. 

The proposed process should address this issue and include, as part of the proposed process, a solution to this challenge. It may be that ISO 20022 signatures, as supported by the ISO 20022 BAH, could be employed to achieve this objective. 

Disposition of comment by Submitting Organisations: 
That is exactly why the submitting organisations are recommending the usage of the BAH in the current BJ.
5. Consider shareholder identity disclosure process in the wider picture of proxy voting 
The BJ focusses on the shareholder identity disclosure process, assuming that the remaining processes covered by the Shareholder Rights Directive II (SRDII) can be covered through existing business processes and message sets related to proxy voting in general. 

In order to ensure that the proposed business process can function in combination with the remaining proxy voting processes as intended in order to fulfil the SRDII, the proposed business process should be projected into an all-encompassing business process landscape addressing all aspects of SRDII. This all-encompassing SRDII business process landscape should be reflected in the BJ. 

Disposition of comment by Submitting Organisations: 
In SRDII and implementing regulation, the shareholder identification element is completely separate (art. 3a) from the exercise of shareholders rights in general meetings and other corporate action. 

Per se, there are no data flows interactions between those processes or combination of functions, there are only a common set of business components that are shared by those asset servicing related solutions. 
SWIFT, being the submitter of all asset services related ISO 20022 messages, can and will make sure that the new messages are fully consistent and align with Proxy voting messages and CA messages in their structure, design and information contents. 

6. Reuse of existing messages 
As a best-practice, whenever possible, existing ISO 20022 messages should be used for newly proposed business processes. 

In this vein, the submitter should consider to employ the Securities Balance Transparency Report message (semt.041) to realise the ‘request’ and/or ‘response’ message function of the proposed process. Although originally conceived for an investment funds focussed use case, it is modelled in sufficiently generic a manner to support securities instruments in general. This message already contains a beneficial owner element. If the submitter deems this messages as a potential candidate for the proposed process it should outline those message details for which amendments through change requests may be required. However, if the submitter deems this message as not suited for the proposed process, it should outline the gaps identified. 

In the aforementioned effort, the submitter should separately analyse the situation for the ‘request’ and ‘response’ message, respectively. 

Disposition of comment by Submitting Organisations: 
The Transparency of Holdings messages set (semt.041 and semt.042) do not provide for a Shareholder Identification “Request” message and the semt.041 message has been deemed not suited for the “Response” process part by the SMPG SRDII Task Force at end of 2018, as the business flows and parties involved are very different from those required for the shareholder Identification. As an example, the shareholders identification response message do not follow at all the custody chain flow whilst it is the case for the Transparency of Holdings messages.
Moreover the Transparency of Holdings messages were designed rather not to be used with the BAH, therefore they include already many mandatory application header elements that if they would be used with a BAH would be completely redundant whilst at the same time without a BAH, some security features could not be used like authentication as the BAH contains a field for electronic signatures.   
Also, the directive requirements for the shareholder identification messages would require to add many new elements and some of them being mandatory which have no usage for the transparency of holding messages. This would not be desirable or probably not acceptable for the submitter of those semt.041 and semt.042 messages. 
7. Alignment of proposed process to transparency of holdings process 
In the proposed process, all aspects of the business process potentially involve the completed down-stream (from the intermediary in the direction to the issuer) chain of an intermediary, be it for the initial request-and-response-flow or for any subsequent reconciliations or investigations and exception handling. (Note: The transparency of holdings business process (based on semt.041) already foresees the possibility for conducting reconciliations at each intermediary level).

The submitter should investigate, as an alternative, a two-stepped approach. 
In a first step, the existing ISO 20022 transparency of holdings process flow and pertinent message could be employed to deliver, along the chain of intermediaries, only the account relationships to the Issuer/Issuer Agent/CSD/Third Party, i.e. not including the beneficial owner information. This step relies on the existing contractual, SLA and connectivity relationships. 
In a second step, the Issuer/Issuer Agent/CSD/Third Party could request all intermediaries, identified in the first step, to respond with a confirmation of their beneficial owners. 

This second step would be a one-to-one message exchange between the Issuer/Issuer Agent/CSD/Third Party and each intermediary. Each intermediary would receive a request message directly from the Issuer/Issuer Agent/CSD/Third Party without any go-between intermediaries. If reconciliations or exception and investigation handling occurs in relation to beneficial owners, only two parties are involved, the Issuer/Issuer Agent/CSD/Third Party and the concerned intermediary. All other intermediaries are agnostic of such reconciliations or exception and investigation handling not applicable to themselves. 

In the analysis of the proposed process flow and the alternative flow sketched out above, the submitter should analyse in how far both process flows differ as regards reconciliations as well as exceptions and investigations. 

As an additional aspect, the submitter should analyse how far the two processes differ as regards the responsibility a particular intermediary bears for its upstream intermediaries if such upstream (i.e. in the direction away from the issuer) intermediaries were not to comply with the foreseen process flow and/or time constraints surrounding the shareholder identity disclosure process. 

Disposition of comment by Submitting Organisations: 
Please be advised that the proposed two-step approach is not compliant with the shareholders Rights Directive II and the Implementing Act.

As mentioned earlier, the submitting organisations have focused on the shareholders disclosure requirements that are known and officially published and for which a messaging solution is required and mandated by the EC as soon as September 2020.

To our knowledge, at the time of the BJ submission, there were no other officially published shareholders disclosure requirements known in jurisdictions covered by the SMPG member countries.

However, if any such additional requirements that could utilise the proposed two-step approach, the current ISO 20022 development process offers many opportunities to cater for those additional requirements during the following months.

8. Provisions for encrypted beneficial owner information in case of technical third parties 
The submitter should consider options for carrying beneficial owner information in encrypted from in the proposed messages in situations where issuer/issuer agent has engaged technical service providers. 

Disposition of comment by Submitting Organisations: 
Data Encryption should be considered rather at a higher network service level rather than within the message payload itself.

9. Implications of BAH usage 

The messages required for the proposed business process are to be employed with the Business Application Header (BAH). 

The proposed business process foresees that a response message is sent by an intermediary to the Issuer/Issuer Agent/CSD/Third Party. This response message is potentially in relation to one or several previous request message(s) received from one or several downstream intermediaries and additionally one or several request messages forwarded to upstream intermediaries. 

The current version of the BAH only allows referencing one other ISO 20022 message in the ‘Related’ element. In the current maintenance cycle, a change request is in review which intends to change the multiplicity of the ‘Related’ element to ‘unbounded’. 

This BAH change request could constitute a useful amendment for the shareholder identity disclosure process. 

Disposition of comment by Submitting Organisations: 
Fully agree with the statement. Note also that the proposed shareholder Identification messages also contain linkages to other previous messages sent. 
10. Future maintenance 
Whilst SWIFT is a well-known commercial entity with a long history of acting as submitter of BJs, the SPMG has not so far played a prominent role in the development of new ISO 20022 messaging standards. 

As the BJ implies the submitter’s commitment and ability to conduct the future message maintenance, it should be clarified how the SMPG is able to support this process which may require a certain minimum level of staffing/resources and complying with the ISO 20022 maintenance cycle which may not be in line with the current schedule of SMPG meetings. 

Also, it should be clarified whether the submitter is the SMPG CA WG, as stated in chapter G, or the SMPG in general, as stated in B.
Disposition of comment by Submitting Organisations: 
The global SMPG must be considered as the submitter of those messages. Obviously, the SMPG CA WG members will be likely more involved in the process than the other WG members as the SMPG Task Force set up for supporting this exercise is made mainly of CA WG members but other dedicated NMPG subject matter experts are part of the task force as well. 
All practical implementation aspects of the ISO 20022 messaging development process will be supported by SWIFT. As submitters of the Corporate Actions and Proxy-Voting messages, SWIFT is best placed to ensure the consistency of the all solutions in the asset servicing domain.

On the other side, by the fact that the SMPG is formed by subject matter experts from many different markets, the SMPG can ensure that the messaging solution provided fulfils adequately the EC SRDII business requirements and that the solution is flexible enough to cover the SRDII possible domestic implementations flavours if any.
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