RA ID: CR0646

Change Request
for the update of an External Code Set used in ISO 20022
A. Origin of the request:
A.1 Submitter: This request is submitted by the Berlin Group on behalf of its members from the European Payments Industry which include Wordline Equens, Borica, BKM, Ceca, STET, Trionis, Euro Kartensysteme, First Data International, MBU, National Bank of Serbia, PAN Nordic Card Association, SIA, SIBS, Visa Europe, VocaLink, German Banking Industry Committee and others (cp. www.berlin-group.org/participants).

A.2 Contact person: Ortwin Scheja, SRC Security Research & Consulting GmbH, Bonn, Germany, phone: +492282806109, email: ortwin.scheja@src-gmbh.de
 A.3 Sponsors:   This request is further supported by a Joint Initiative working on pan-European MobileP2P interoperability, which includes participants from the Berlin Group, principle European MobileP2P scheme services, and infrastructure providers.
B. Related External Code Set:
ExternalPurpose1Code for Payment messages.
C. Description of the change request:
Two new codes are requested:

Mobile Person to Person Payment
Classification: Consumer
Proposed Code: MP2P

Proposed Code Name: Mobile P2P Payment

Definition: A service which enables a user to use an app on its mobile to initiate moving funds from his/her bank account to another person’s bank account while not using the account number  but an alias information like an MSISDN as account addressing information in his/her app.
Mobile Person to Business Payment
Classification: Commercial
Proposed Code: MP2B

Proposed Code Name: Mobile P2B Payment

Definition: A service which enables a user to use an app on its mobile to pay a merchant or other business payees by initiating a payment message. Within this context, the account information or an alias of the payee might be transported through different channels to the app, e.g. QR Code, NFC, Bluetooth, other Networks.
D. Purpose of the change:

Many Mobile P2P schemes have been started within the European market during the last years. These services are normally not interoperable. In a Joint Initiative with principle European MobileP2P scheme services and infrastructure providers, the Berlin Group is setting up an Interoperability Framework, where these schemes are connected by defining connection messages on application server, proxy look-up and clearing and settlement level. For the clearing and settlement level, the Instant Payment Instrument “SCT inst” as defined by the European Payment Council will be used. The corresponding payment within the inter Mobile P2P schemes level might be performed directly between the accounts of the user and the payee or indirectly through central clearing accounts of the Mobile P2P schemes. This depends on the application architectures of the related Mobile P2P schemes.
Thus, the scope of this change request is to extend the "purpose" field within the Transaction Information Structure of the ISO22022 repository with new codes to identify the nature of the underlying specific payment transactions. These codes would also apply for payments between users of the same mobile P2P schemes.
Reason for the new Code Mobile P2P Payment
The reasons for such a new code are manifold. This payment is very specific in several issues, i.a. the following:
· It is initiated in a specific mobile app, not necessarily integrated within a generic banking app.

· Within the initiation process, specific requirements on not using strong customer authentication might apply, which could be different from requirements for payment initiation in online banking.

· It is initiated by using a proxy look-up service to address the payee’s account.
· The transaction will be displayed within the specific payment app as well as in the regular account statement of payer and payee. 

So, a purpose code specific to Mobile P2P Payments will enable debtor banks and creditor banks to maintain specific downstream processes for account statements, reporting and dispute management. For account statements, specific field usage might apply to be as synchronous as possible with the app transaction information.

 Reason for the new Code Mobile P2B Payment
The reasons for such a new code are manifold. This payment is very specific in several issues, i.a. the following:

· It is initiated in a specific mobile app, not necessarily integrated within a generic banking app.

· Within the initiation process, specific requirements on not using strong customer authentication might apply, which could be different from requirements for payment initiation in online banking.

· It is initiated by different possibilities of transporting the payee’s account information directly or indirectly via an account addressing proxy service to the mobile app.
· The transaction will be displayed within the specific payment app as well as in the regular account statement of payer and payee. 

So, a purpose code specific to Mobile P2B Payments will enable debtor banks and creditor banks to maintain specific downstream processes for account statements, reporting, possible processing fees determination and dispute management. For account statements, specific field usage might apply to be as synchronous as possible with the app transaction information. This service differs in some issues from the Mobile P2P transaction, where pricing to users might be different and e.g. fraud systems might be specifically trained on these specific transactions.
E. Urgency of the request:

A default publication within the next quarterly publication of the external code list by the ISO is expected, if the change request is accepted by the Payment SEG. 
F. Business examples:
For examples see the reason description of the new Codes within Section D.
G. SEG recommendation:
	Accept
	X
	Timing

	
	- Next possible quarterly release

	X

	
	- Other timing:
	


Comments:

	Reject
	


Reason for rejection:
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