RA ID: CR0367

Change Request
for the update of ISO 20022 financial repository items
A. Origin of the request:
A.1 Submitter:
Federation of Finnish Financial Services (acronym: FFI)


A.2 Contact person:
Timo Tuominen email: timo.tuominen@fkl.fi tel: +358503461192

 A.3 Sponsors:
Federation of Finnish Financial Services on behalf of
· The following banks which operate in Finland and process authorities’ requests: Aktia Bank, Nordea Bank, OP-Pohjola Group and Danske Bank.
· Finnish Authorities: police, customs, tax authorities, enforcement authorities

B. Related messages:
Auth.002.001.01

C. Description of the change request:
This change request proposes to use the SupplementaryData component that is present in auth.002 to extend the message with information related to the accounts serviced by a financial institution, the owners of the accounts and their roles as described below:
	Element 
	Value/element type

	Investigation Identifier
	Text (copied from the request)

	Response Creation DateTime
	DateTime

	Financial Institution Identification 
	Ready ISO element group “BranchAndFinancialInstitutionIdentification4”

	Account Identification
	Ready ISO element group
“CustomerAccount1”

	Account Owner identification
	Ready ISO element group
“PartyIdentification41”

	Account Owner Type code
	Values:
Primary owner
Secondary owner
Trustee
Custodian
Nominee

	Mandate Type code
	Values:
Right to use account
Right to use account, but not alone
No right to use account

	Role Starts 
	Date

	Role Ends
	Date

	Additional Information
	 


D. Purpose of the change:
Current Authorities Financial Investigations messages:

To carry out their duties, authorities (police, customs, tax authorities, enforcement authorities) have a legal right to request account information and other banking and financial instrument information from financial institutions. The authorities use the generic auth.001 message to request this information. In the auth.001, the requested information messages (one or several) are specified with a code set. The aim is to use existing ISO 20022 message definitions within the response message auth.002. An example of such request code in the auth.001 is “camt052”.
The response message auth.002 is a generic envelope message that is designed to carry requested messages (one or several). Auth.002 message does not contain any data in itself; it only includes request and response identifiers. For example one ISO 20022 message it can carry is the abovementioned camt.052.
Change request:
Auth.001 request messages can also be used by authorities to request information about  accounts’ signatories and beneficiaries, but there is currently no proper ISO 20022 message to respond to such a request and give that kind of account information. To solve this problem, we propose to use the extension mechanism that is available in auth.002.
We prefer using the extension mechanism rather than amending existing messages for the following reasons:
· Amending auth.002 to add account information as part of the message doesn’t make sense since the auth.002 message definition doesn’t include business information itself. It is designed to act as an envelope that can include any types of (ISO 20022) messages. Auth.002 only carries (request) identifier data and information on what response messages it includes within the “any type” -element.
· When using the auth.001 request there are specific request codes which specify the expected response message. There is therefore no need to amend it or create a new specific request message.
· Amending an existing ISO 20022 message, such as camt.052, to transport the required account information within the auth.002 creates too much complexity in the message and also requires changes to the request message. In addition it would only confuse and complicate the existing solutions defined by those who have already implemented the ‘auth’ or ‘camt.052’ messages.
In a similar way, the SupplementaryData extension mechanism of the auth.002 may need to be used in the future to support other types of information requests (for example deposit box ownership information). Of course, if an existing ISO 20022 message includes the proper data elements and is suited for such purpose, that ISO 20022 message should be used instead of creating a new extension message.
E. Urgency of the request:

Institutions have already started developing technical solutions using the Authorities Financial Investigations message set to enable this new efficient way to interchange data.
In the process, they soon noticed that there would not be an uninterrupted and logical sequence of actions due to inadequate response components.

It was found that, rather than starting all over again by creating a new set of messages, it would be possible to solve this issue more timely by providing the requested information in the SupplementaryData component of the existing ISO 20022  ‘auth’ messages that FFI already created.
Our systematic analysis shows that this would be the most efficient, least time consuming solution for the authorities’ use. It would also satisfy the processing requirements of financial institutions because the message would clearly indicate what has been requested and what is required as response.
We understand that, as there is no change required to the existing ‘auth’ messages, there is no need to wait for an ISO 20022 maintenance cycle: as soon as the SEG approves this change request, FFI will be entitled to develop the extension message described above and submit it to the RA for qualification.
F. Business examples:
Examples illustrating the change request.
Customs’ request to a bank:

The Finnish Customs makes an inquiry about person ‘A’. They ask for the account information and details of transactions on the person’s account(s) from the last two years. Information on possible other account owners and their roles is also required.

The financial institution receives and processes the inquiry. The answer message auth.002 includes both messages camt.052 (account information) and supplementary data extension (owners and roles).
The power to obtain the abovementioned information from the bank is stated in section 28 of the Customs Act. This CA§28 must be mentioned in the request because Customs can also request banking information for administrative procedures by virtue of section 18 of the Customs Act. However, with CA§18 the right to obtain information is more limited, so the bank needs to know the legal basis for the request in order to know what information they are permitted to give in their response.
G. SEG recommendation:

	Consider
	X
	Timing

	
	- Next yearly cycle: 2014/2015
(the change will be considered for implementation in the yearly maintenance cycle which starts in 2013 and completes with the publication of new message versions in the spring of 2014)
	

	
	- At the occasion of the next maintenance of the messages
(the change will be considered for implementation, but does not justify maintenance of the messages in its own right – will be pending until more critical change requests are received for the messages)
	

	
	- Urgent unscheduled
(the change justifies an urgent implementation outside of the normal yearly cycle)
	
	

	
	- Other timing: Extensions are approved, developed and implemented outside the maintenance cycle because such change does not impact the message itself.
	


Comments:

	Reject
	


Reason for rejection:
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