RA ID : CR0288

Change Request
for the update of ISO 20022 financial repository items
Message Improvements
A. Origin of the request:
A.1 Submitter: EPASOrg. 
A.2 Contact person: Louis JENNY - louis-jenny@epasorg.eu - +33 610 277 004
 A.3 Sponsors: not applicable. 
B. Related messages:

a. AcceptorAuthorisationRequest (caaa.001.001.02)

b.  AcceptorAuthorisationResponse (caaa.002.001.02)
c. AcceptorCompletionAdvice (caaa.003.001.02)
d. AcceptorCancellationRequest (caaa.005.001.02)
e. AcceptorCancellationAdvice (caaa.007.001.02)
f. AcceptorBatchTransfer (caaa.011.001.02)
C. Description of the change request:
Addition of two optional message items:

· RequestedAmount,

· AuthorisedAmount

in the message components CardPaymentTransactionDetails2, CardPaymentTransactionDetails3, CardPaymentTransactionDetails4, and CardPaymentTransactionDetails12.
Addition of the code “SecurityError” to the FailureReasonCode code list, and duplicate the FailureReason2Code list to add this code.
Replacement of the FailureReason type by the new code list in CardPaymentTransaction13, CardPaymentTransaction14, CardPaymentTransaction16, CardPaymentTransaction20
Addition of the code list SupportedPaymentOptionCode containing the following codes:

· PartialApproval,

· PaymentApprovalOnly

Addition of the message item SupportedOption in the message component PaymentContext1, multiplicity [0..*], and with the type SupportedPaymentOptionCode.
Replacement of the type ISOYearMonth by ISOTime for the message items EffectiveDate and ExpiryDate in the message components PlainCardData1, PlainCardData2 and PlainCardData3.

Duplication of the message component AuthorisationResult1, removing the CompletionRequired message item in the new message component.

Replacement of the message item type of AuthorisationResult by the new type in the message component CardPaymentTransaction10.
D. Purpose of the change:

Three different amounts of a payment transaction might be exchanged between the acceptor and the acquirer:

· The amount requested through an AcceptorAuthorisationRequest message,

· The authorised amount approved in the AcceptorAuthorisationResponse, 
· The actual amount of the transaction provided in the AcceptorCompletionAdvice or AcceptorBatchTransfer messages.

The requested amount and the authorised amount must be provided in the AcceptorCompletionAdvice or AcceptorBatchTransfer messages.

The complexity of the cryptographic key management might produce security errors in the protection of the AcceptorAuthorisationResponse, even if the protection of the AcceptorAuthorisationRequest was valid. Security error must be added to the failure reasons producing a payment reversal.

Depending on the purchase, options proposed by the card issuer for the payment might be not supported by the acceptor (e. g. partial approval). These supported payment options have to be declared by the acceptor in the payment authorisation request.
Expiry date is printed on a payment card with the format MM/AA, but in the chip, the issuer may add the last valid day of the card. 

When the acceptor requests a cancellation of a previous payment transaction through an AcceptorCancellationRequest message, the sending of an AcceptorCancellationAdvice after the end of the cancellation transaction is mandatory. The existing flag CompletionRequired in the AcceptorCancellationResponse is then confusing.
Include ATICA requirements for consistency of the CAPE messages with the ATICA messages to be published.
E. Urgency of the request:

Publication of new message versions in April/May of 2014.
F. Business examples:
Some regulator requires mentioning security error of authorisation response as a reason of a payment reversal.

Payment with cash-back abroad may be systematically declined, if the card issuer does not know that the cash-back may be declined but the payment approved.

The payment Acquirer may have to perform reconciliation between online transactions and the batch capture of these transactions.

G. SEG recommendation:

	Consider
	X
	Timing

	
	- Next yearly cycle: 2013/2014
(the change will be considered for implementation in the yearly maintenance cycle which starts in 2013 and completes with the publication of new message versions in the spring of 2014)
	X

	
	- At the occasion of the next maintenance of the messages
(the change will be considered for implementation, but does not justify maintenance of the messages in its own right – will be pending until more critical change requests are received for the messages)
	

	
	- Urgent unscheduled
(the change justifies an urgent implementation outside of the normal yearly cycle)
	
	

	
	- Other timing:
	


Comments:

Card SEG Conference Call on the 27th of June 2013:

The Card SEG agrees with the CR described above.

	Reject
	


Reason for rejection:
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