RA ID: CR0154

Change Request
for the update of an External Code List used in ISO 20022
A. Origin of the request:
A.1 Submitter: This request is submitted by the Berlin Group on behalf of its members from the European Card Payments Industry, which include Atos Wordline, Borica, BKM, Ceca, Cetrel, e-rsb, Trionis, Euro Kartensysteme, Equens, First Data International, MBU, National Bank of Serbia, PAN Nordic Card Association, Equens Italy, SIA, SIBS, Payfair, Visa Europe, VocaLink, German Banking Industry Committee and others.
A.2 Contact person: Ortwin Scheja, SRC Security Research & Consulting GmbH, Bonn, Germany, phone: +492282806109, email: ortwin.scheja@src-gmbh.de
B. Related External Code List:
ExternalReturnReason1Code  for Payment messages
C. Description of the change request:
Three new Codes are requested:

ServiceNotRendered
Classification: Card Settlement

Proposed Code: SVNR
Proposed Code Name: ServiceNotRendered
Definition: The card payment is returned since a cash amount rendered was not correct or goods or a service was not rendered to the customer, e.g. in an e-commerce situation.
EMVLiabilityShift
Classification: Card Settlement

Proposed Code: EMVL
Proposed Code Name: EMV Liability Shift
Definition: The card payment is fraudulent and was not processed with EMV technology for an EMV card. 
PINLiabilityShift

Classification: Card Settlement

Proposed Code: PINL
Proposed Code Name: PIN Liability Shift

Definition: The card payment is fraudulent (lost and stolen fraud) and was processed as EMV transaction without PIN verification.
D. Purpose of the change:

The ISO 20022 financial repository describes payment messages for Direct Debits and Credit Transfers. The ISO 20022 has introduced a value "CARD" for the local instrument to indicate card based transactions within the payment.

The Berlin Group as a European standardisation organisation has developed a payment model and a message format for the clearing of card transactions by using the Direct Debit messages and for some specific services also Credit Transfer messages from the ISO20022 repository, i.e. “pain” and “pacs” messages of the standard.

The ISO 20022 is supporting a couple of return reason codes for payments, which can be partially used also for card based payments. There are also codes for customer/end customer requested refunds. These codes are to general for card based payments, where customer requested refunds can evolve for quite specific reasons. These specific reasons must be transported within the return message, since the card acceptor/card acquirer needs to be able to react quite differently on the return of the transaction for these different reasons.
Thus, the scope of this change request is to extend the return reason field within the Transaction Information Structure of the ISO 22022 repository with new codes to identify the specific nature of the customer generated Refund of the underlying specific card transaction. 
Service Not Rendered
This is a code used typically in an unattended situation, where the card payment is processed successfully and the goods or services respectively cash is not rendered or fully rendered to the customer, but the transaction was not reversed in the authorisation part of the transaction.
The acquirer in this case typically has to present proof of the delivery to the issuer for a re-presentment of the collection.
EMV Liability Shift
This return reason is very important within an EMV migration of the terminal infrastructure within a card scheme. The card schemes then typically incentivises the EMV migration of the cards by giving a refund right to card issuers/card holders who suffer from fraudulent transactions generated on non EMV terminals mostly in the situation of counterfeit fraud with skimmed cards.
The acquirer in this case typically has no right to re-present the collection.
PIN Liability Shift

This return reason is important for a migration toward PIN usage within an EMV setting. The card scheme then typically incentivises the PIN usage by giving a refund right to card holders/issuers who suffer from fraud by lost or stolen cards generated on terminals where PIN usage is not supported or was bypassed by the card acceptor.
The acquirer in this case typically has no right to re-present the collection.
E. Urgency of the request:

A default publication within the next quarterly publication of the external code list by the ISO is expected, if the change request is accepted by the Payment SEG.

F. Business examples:
For examples see the reason description of the new Codes within Section D.
G.  Comments from the SEG and disposition of comment by the submitter

This section will be used in case the SEG requires any clarification from the submitter on the change request
H. SEG recommendation:
	Accept
	Y
	Timing

	
	- Next possible quarterly release

	Q4 2011

	
	- Other timing:
	


Comments:

	Reject
	


Reason for rejection:
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